Safeguarding Policy Appendices

General information:

1. In-school procedures for safequarding children

All school staff will:

Read and be familiar with Part One of Keeping Children Safe in Education (DfE 2021).

Take part in annual online safeguarding training via Hayes Online as directed by the Designated
Safeguarding Lead.

Take part in the Whole School Safeguarding Training via the Sheffield Safeguarding Children’s
Board every 3 years.

Everyone working in school, either paid or on a voluntary basis will:

Be familiar with the school’s safeguarding policy including issues of confidentiality.

Be active in preventing impairment to children’s mental and physical health or development.
Remember that the child’s welfare and interests must be the paramount consideration at all times.
Never promise to keep a secret or confidentiality, where a child discloses abuse.

Be alert to signs and indicators of possible abuse. Refer to Appendix One for current definitions of
abuse and examples of harm.

Inform the Designated Safeguarding Lead/Deputy Safeguarding Lead of concerns.

Deal with a disclosure of abuse from a child in line with the recommendations in Appendix Two.
These must be passed to one of the Designated Safeguarding Staff immediately, followed by a
written account. Staff should not take it upon themselves to investigate concerns or make
judgements.

Be involved in on-going monitoring and recording to support the implementation of individual
education programmes and interagency child protection and child support plans.

Be subject to Safer Recruitment processes and checks whether they are new staff, supply staff,
contractors, volunteers etc.

Be expected to behave in accordance with the Guidance / Policies from Safeguarding Sheffield
Children’s Board.

Be aware that Safeguarding incidents and/or behaviours can be associated with factors outside
the school and/or can occur between children outside the school. All staff, but especially the
designated safeguarding lead (and deputies) should be considering the context within which
such incidents and/or behaviours occur. This is known as contextual safeguarding, which simply
means assessments of children should consider whether wider environmental factors are
present in a child’s life that are a threat to their safety and/or welfare. Children’s social care
assessments should consider such factors so it is important that schools provide as much
information as possible as part of the referral process. This will allow any assessment to consider
all the available evidence and the full context of any abuse. (Working together to safeguard
children July 2018 and KCSIE September 2021). Additional information regarding contextual
safeguarding is available here: https:/contextualsafeguarding.org.uk/about/what-is-contextual-safeguarding

Confidentiality is an issue which needs to be understood by all those working with children,
particularly in the context of Safeguarding. All Saints Catholic High School recognises that
the only purpose of confidentiality in this respect is to benefit the child.

Mental Health

All staff should be aware that mental health problems can, in some cases, be an indicator that a

child has suffered or is at risk of suffering abuse, neglect or exploitation.

Only appropriately trained professionals should attempt to make a diagnosis of a mental health

problem. Staff however, are well placed to observe children day-to-day and identify those whose
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behaviour suggests that they may be experiencing a mental health problem or be at risk of developing
one.

* Where children have suffered abuse and neglect, or other potentially traumatic adverse childhood
experiences, this can have a lasting impact throughout childhood, adolescence and into adulthood. It
is key that staff are aware of how these children’s experiences can impact on their mental health,
behaviour, and education.

+ If staff have a mental health concern about a child that is also a safeguarding concern, immediate
action should be taken, following the child protection policy, and speaking to the Designated
Safeguarding Lead or Deputy.

« The department has published advice and guidance on Preventing and Tackling Bullying, and
Mental Health and Behaviour in Schools.

2. Responsibilities of the Designated Safequarding Team

The governing body of All Saints Catholic High School will ensure an appropriate senior member of staff,
from the school leadership team, is appointed to the role of Designated Safeguarding Lead. At All Saints
the overall lead will be Sean Pender but the day-to-day operational lead will be Sam Bell.

The Designated Safeguarding Lead will take lead responsibility for safeguarding and child protection.
This should be explicit in the role holder’s job description. This person will have the appropriate status
and authority within the school to carry out the duties of the post. They will be given the time, funding,
training, resources and support to provide advice and support to other staff on child welfare and child
protection matters, to take part in strategy discussions and inter-agency meetings, and/or to support other
staff to do so, and to contribute to the assessment of children.

At All Saints Catholic High School, the Designated Safeguarding Deputy will be trained to the same
standard as the Designated Safeguarding Lead and the role should be explicit in their job description.
Whilst the activities of the Designated Safeguarding Lead can be delegated to appropriately trained
deputies, the ultimate lead responsibility for child protection, as set out above, remains with the
Designated Safeguarding Lead, this lead responsibility should not be delegated.

e All schools must ensure the Designated Safeguarding Lead for child protection leads regular case
monitoring reviews of vulnerable children with designated staff responsible for child protection.
These must be evidenced by minutes and records.

e The Designated Safeguarding Lead must ensure that all staff involved in direct case work of
vulnerable children, where there are child protection concerns/issues; have access to regular
safeguarding supervision.

¢ Where the school has concerns about a child, the Designated Safeguarding Lead will act as a
source of support, advice and expertise to staff on matters of safety and safeguarding, and when
deciding whether to make a referral by liaising with relevant agencies.

e The Designated Safeguarding Lead is responsible for referring all cases of suspected abuse to
Children’s Social Work Service Duty and Advice Team. Keeping Children Safe in Education (DfE
2020) dictates that anyone in the school setting can make a referral, however, wherever possible
this should be done by an appropriately trained designated safeguarding staff member. In the
case of Female Genital Mutilation (FGM), the person discovering this should make the referral.

e The Designated Safeguarding Lead / Deputy will liaise with the Head Teacher or principal to inform
him or her of issues, especially ongoing enquiries under section 47 of the Children Act 1989 and
police investigations.

e Child Protection information will be dealt with in a confidential manner. A written record will be
made of what information has been shared with who and when. Staff will be informed of relevant
details only when the designated safeguarding team feels their having knowledge of a situation
will improve their ability to deal with an individual child and /or family.

e Child protection records will be stored securely. Individual files will be kept for each child; school
will not keep family files. Original files will be kept for at least the period during which the child is
attending the school, and beyond that in line with current data legislation.
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Access to these by staff other than the designated staff will be restricted.

Designated staff must ensure each member of staff and volunteer has access to and understands
the school’s child protection policy and procedures, including new and part time staff — this will be
via a structured induction programme.

Designated staff must obtain access to resources and attend any relevant or refresher training
courses. This is in order that designated staff have a working knowledge of the assessment
process for providing early help and intervention, for example, through locally agreed common and
shared assessment processes such as early help assessments and of how local authorities
conduct a child protection case conference and a child protection review conference and be able
to attend and contribute to these effectively when required to do so.

Designated staff must encourage a culture of listening to children and taking account of their
wishes and feelings, among all staff.

Ensure the school’'s safeguarding policy is reviewed annually and the procedures and
implementation are updated and reviewed regularly, and work with governing bodies or proprietors
regarding this.

Ensure the safeguarding policy is on the school’s website, available publicly and parents are aware
of the fact that referrals about suspected abuse or neglect may be made and the role of the school
in this.

Link with the local authority and SSCB to make sure staff are aware of training opportunities and
the latest local policies on safeguarding.

Designated Safeguarding Staff must have attended the 2-day Advanced Safeguarding Training.
They will attend refresher training at least every year.

Training completed will be recorded by the school; a print out of the school’s training history can
be obtained from Safeguarding Sheffield Children Board.

2.2 Responsibilities of the Governing Body

They are responsible for liaising with the Head teacher / Designated Staff over all matters regarding
child protection issues. The role is strategic rather than operational — they will not be involved in
concerns about individual pupils.

The nominated Safeguarding Governor will support the Designated Safeguarding Lead in their role
from the perspective of ensuring the allocation of funding and resource is sufficient to meet the
current safeguarding and child protection activity.

The designated lead officer and named safeguarding governor are responsible for providing an
annual report to the governing body of child protection activity. The local authority annual review
monitoring return for safeguarding should be sufficient as an annual report for governors.

The Designated Safeguarding Lead must ensure that the annual review child protection monitoring
submission is completed and returned in a timely manner to the local authority/SSCB. The return
must be signed by the Chair of Governor’'s to confirm that it is an accurate reflection of the
safeguarding arrangements of the school/college.

The governing body should have child protection training every three years, on their strategic
responsibilities in order to provide appropriate arrangements challenge and support for any action
to counter areas of weakness and progress areas for development in the school safeguarding
arrangements.

The chair is nominated to liaise with the local authority and/or partner agencies on issues of child
protection and in the event of allegations of abuse made against the head teacher, the principal of
a college or proprietor or member of governing body of an independent school.

In the event of allegations of abuse being made against the head teacher and/or where the head
teacher is also the sole proprietor of an independent school, allegations should be reported directly
to the local authority designated officer (LADO) within one working day.

Under no circumstances should the establishment’s governors or trustees be given details of
individual cases. Governors or trustees may, however, be provided with a report at the end of the
academic year, outlining the number of cases dealt with and other statistics which do not identify
individual children.
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e Governors, including the Nominated Governor will attend specific training on their role, updated at
least every three years.

3.1 Child Protection Records

e Child protection records should be held securely with only the designated team or headteacher
having access. The following information must be kept securely:

e Chronology

e Any child protection information received from the child’s previous educational
establishment

e Records of discussions, telephone calls and meetings with colleagues and other agencies
or services

e Professional consultations

e Letters sent and received relating to child protection matters

e Referral forms (sent to Children’s Social Care, other external agencies or education-based
services)

e Minutes or notes of meetings, eg child protection conferences, core group meetings, etc,
copied to the file of each child in the family, as appropriate

e Formal plans for or linked to the child, eg child protection plans, early help, risk assessments
etc.

e Where children leave the school/college will ensure that the child protection file is transferred
securely and separately from the main pupil file to the receiving school/educational
establishment (where this is known), within 15 schools days. This is a legal requirement set out
under regulation 9 (3) of ‘The Education (Pupil Information — England) Regulations 2005. A
copy of the chronology must be retained for audit purposes.

e There is no need to keep copies of the child protection file, apart from the chronology summary
and in either of the following instances:

e Where a child transfers out of area (the original file should be retained by the school and a
copy sent).

e Where a vulnerable young person is moving to a Further Education (FE) establishment,
consideration should be given to the pupil’s wishes and feelings on their child protection
information being passed on, in order that the FE establishment can provide appropriate
support. In cases where it is deemed appropriate to transfer child protection records to an
FE education establishment, the original file should be retained by the school and a copy
sent.

e Where the destination school is not known, (the original file should be retained by the
school)

e Where the child has not attended the nominated school (the original file should be retained
by the school)

e There is any on-going legal action (the original file should be retained by the school and a
copy sent)

e Children records should be transferred in a secure manner. Records can be transferred via
CPOMS if the receiving school operates this system. Otherwise, where possible, this will be done
by hand. When hand-delivering pupil records, a list of the names of those pupils whose records
are being transferred and the name of the school they are being transferred to must be made and
a signature obtained from the receiving school as proof of receipt.

e If a pupil moves from our school, child protection records will be forwarded onto the named
designated child protection person at the new school, with due regard to their confidential nature.
Good practice dictates that this should always be done with a face-to-face handover.

e |f sending by post children records should be sent, “Special Delivery”, a note of the special delivery
number should also be noted to enable the records to be tracked and traced, via Royal Mail.

e For audit purposes a note of all pupil records transferred or received should be kept in either paper
or electronic format. This will include the child’s name, date of birth, where and to whom the

4
N/NJB/Policies/Safeguarding appendices Mar22 R 2023



records have been sent and the date sent and/or received. A copy of the child protection
chronology sheet will also be retained for audit purposes.

If a pupil is permanently excluded and moves to a Pupil Referral Unit, child protection records will
be forwarded onto the relevant organisation in accordance with the ‘The Education (Pupil
Information — England) Regulations 2005, following the above procedure for delivery of the
records.

If a parent chooses to electively home educate (EHE) their child, the child protection record must
be forwarded to the local authority children’s services EHE team, following the above procedure
for delivery of the records.

When a Designated Safeguarding Lead/ member of staff resigns their post or no longer has child
protection responsibility, there should be a full face-to-face handover/exchange of information with
the new post holder.

In exceptional circumstances when a face-to-face handover is unfeasible, it is the responsibility of
the head teacher to ensure that the new post holder is fully conversant with all procedures and
case files.

All Designated Safeguarding Team members receiving current (live) files or closed files must keep
all contents enclosed and not remove any material.

All receipts confirming file transfer must be kept in accordance with the recommended retention
periods. For further information refer to the archiving section.

3.2. Archiving

Responsibility for the pupil record once the pupil leaves the school:

The school which the pupil attended until statutory school leaving age (or the school where the
pupil completed sixth form studies) is responsible for retaining the child protection record. The
recommended retention periods are 35 years from closure when there has been a referral to
Children’s Social Work Social Services. If no referral has been made to Children’s Social Work
Service the child protection record should be retained until the child’s 25th birthday. The decision
of how and where to store these files must be made by the school via the governing body. (NB.
Due to sensitivity of the information, the records should continue to be held in a secure area with
limited access e.g. designated officer or head teacher).

3.3. Access to files

A pupil or their nominated representative has the legal right to see their file at any point. This is their right
of subject to access under GDPR. It is important to remember that all information should be accurately
recorded, objective in nature and expressed in a professional manner.

3.4. Children’s and parent’s access to child protection files

Under GDPR, a pupil or their nominated representative has the legal right to request access to
information relating to them. This is known as a subject access request. Therefore, it is important
to remember that all information should be accurately recorded, objective in nature and expressed
in a professional manner.
Any child who has a child protection file has a right to request access to it. In addition, the
Education (Pupil Information) (England) Regulations 2005 give parents the right see their child’s
school records. However, neither the child nor the parent has an automatic right to see all the
information held in child protection records. Information can be withheld if disclosure:
e could cause serious harm or is likely to cause serious harm to the physical or mental health
or condition of the child or another person; or
e could reveal that the child or another person has been a subject of or may be at risk of child
abuse, and the disclosure is not in the best interests of the child; or
e is likely to prejudice an on-going criminal investigation; or
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e the information about the child also relates to another person who could be identified from
it or the information has been given by another person who could be identified as the source,
unless the person has consented to the disclosure or the person providing the information
is an employee of the establishment or the Local Authority.

e It is best practice to make reports available to the child or their parents unless the exceptions
described above apply. If an application is made to see the whole record, advice should be sought
from legal services.

e The establishment’s report to the child protection conference should be shared with the child, if old
enough and parent at least two days before the conference.

3.5 Safe Destruction of the pupil record

e Where records have been identified for destruction they should be disposed of securely at the end
of the academic year (or as soon as practical before that time). Records that have been identified
for destruction should be confidentially destroyed. This is because they will either contain personal
or sensitive information, which is subject to the requirements of GDPR 2018 or they will contain
information which is confidential to school or the Local Education Authority. Information should be
shredded prior to disposal or confidential disposal can be arranged through private contractors.
For audit purposes, the school should maintain a list of records which have been destroyed and
who authorised their destruction. This can be kept securely in either paper or an electronic format.

4. Information sharing

e When there is a concern that a child is at risk of significant harm, all information held by the
establishment must be shared with Children’s Social Care, police and health professionals.
Section 47 of the Children Act 1989 and sections 10 and 11 of the Children Act 2004 empower all
agencies to share information in these circumstances. If Designated Safeguarding Leads are in
doubt, they should consult the Sheffield Safeguarding Hub on 0114 2734855.

e On occasions when safeguarding concerns exist for a child in the context of a family situation and
siblings attend other educational establishments or the children are known to other agencies, it
may be appropriate for the designated safeguarding staff to consult with, on a confidential basis,
their counterpart from other establishments or other agencies to share and jointly consider
concerns.

e |t is good practice to seek consent from the child or their parent before sharing information.
Children over the age of 12 years are considered to have the capacity to give or withhold consent
to share their information, unless there is evidence to the contrary; therefore it is good practice to
seek their views. If the young person is over 16, they should be involved in decision-making about
information sharing, unless they do not have the capacity to give consent.

e However, consent is not always a condition for sharing and sometimes we do not inform the child
or family that their information will be shared, if doing so would:

e place a person (the child, family or another person) at risk of significant harm, if a child, or
serious harm, if an adult; or

e prejudice the prevention, detection or prosecution of a crime; or

e lead to unjustified delay in making enquiries about allegations of significant harm to a child
or serious harm to an adult;

e Consent should not be sought if the establishment is required to share information through a
statutory duty, eg section 47 of the Children Act 1989 as discussed above, or court order.

e Parents/carers should be aware that our school will take any reasonable action to safeguard the
welfare of its pupils. In cases where the school has reason to be concerned that a child maybe
suffering significant harm, ill treatment or neglect or other forms of harm staff have no alternative
but to follow the SSCB procedures and contact Children’s Social Care Duty and Advice team to
discuss their concerns.

¢ In general, we will discuss concerns with parents/carers before approaching other agencies, and
will seek their consent to making a referral to another agency. Appropriate staff will approach
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parents / carers after consultation with the Designated Safeguarding Lead. However, there may
be occasions when school will contact another agency before informing parents / carers, if the
school decides that contacting them may increase the risk of significant harm to the child.

e Governing bodies and proprietors should ensure relevant staff have due regard to the relevant
data protection principles, which allow them to share (and withhold) personal information, as
provided for in the Data Protection Act 2018 and the GDPR. This includes:

e Being confident of the processing conditions which allow them to store and share information for
safeguarding purposes, including information, which is sensitive and personal, and should be
treated as ‘special category personal data’.

e Understanding that ‘safeguarding of children and individuals at risk’ is a processing condition that
allows practitioners to share special category personal data. This includes allowing practitioners
to share information without consent where there is good reason to do so, and that the sharing of
information will enhance the safeguarding of a child in a timely manner but it is not possible to gain
consent, it cannot be reasonably expected that a practitioner gains consent, or if to gain consent
would place a child at risk.

e For schools, not providing pupils’ personal data where the serious harm test under legislation is
met. For example, in a situation where a child is in a refuge or other form of emergency
accommodation, and the serious harms test is met, they must withhold providing the data in
compliance with schools’ obligations under the Data Protection Act 2018 and GDPR. Where in
doubt schools should seek independent legal advice.

Further details on information sharing can be found:

e In chapter one of Working Together to Safeguard Children, which includes a myth-busting guide
to information sharing

e At Information Sharing: Advice for Practitioners Providing Safeguarding Services to Children,
Young People, Parents and Carers. The seven golden rules for sharing information will be
especially useful

e At The Information Commissioners’ Office (ICO) which includes ICO GDPR FAQ’s and guidance
from the department

e In Data Protection: toolkit for schools- Guidance to support schools with data protection activity,
including compliance with the GDPR.

Staff should not assume a colleague, or another professional will act and share information that might be
critical in keeping children safe. They should be mindful that early information sharing is vital for effective
identification, assessment, and allocation of appropriate service provision. Information Sharing: Advice
for Practitioners Providing Safeguarding Services to Children, Young People, Parents and Carers
supports staff who have to make decisions about sharing information. This advice includes the seven
golden rules for sharing information and considerations with regard to the Data Protection Act 2018 and
General Data Protection Regulation (GDPR). If in any doubt about sharing information, staff should speak
to the designated safeguarding lead or a deputy. Fears about sharing information must not be allowed to
stand in the way of the need to promote the welfare and protect the safety of children. (KCSIE 2020)

5. Multi-agency work

Schools and colleges have a pivotal role to play in multi-agency safeguarding arrangements. Governing
bodies and proprietors should ensure that the school or college contributes to multi-agency working in
line with statutory guidance Working Together to Safeguard Children. It is especially important that
schools and colleges understand their role in the new safeguarding partner arrangements. We work in
partnership with other agencies in the best interests of the children. Therefore, school will, where
necessary, liaise with the school nurse and doctor, and make referrals to Children’s Social Care. Referrals
(contact) should be made, by the Safeguarding Designated Staff to Sheffield Safeguarding Hub (0114
2734855). Where a child already has a child protection social worker, the school will immediately contact
the social worker involved, or in their absence the team manager of the child protection social worker.
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Schools and colleges should work with social care, the police, health services and other services to
promote the welfare of children and protect them from harm. This includes providing a coordinated offer
of early help when additional needs of children are identified and contributing to inter-agency plans to
provide additional support to children subject to child protection plans. All schools and colleges should
allow access for children’s social care from the host local authority and, where appropriate, from a placing
local authority, for that authority to conduct, or to consider whether to conduct, a section 17 or a section
47 assessment.

e We will co-operate with Children’s Social Care where they are conducting child protection
enquiries. Furthermore, school will ensure representation at appropriate inter-agency meetings
such as Initial and Review Child Protection Conferences, and Planning and Core Group meetings,
as well as Family Support Meetings.

e We will provide reports as required for these meetings. If school is unable to attend, a written report
will be sent. The report will, wherever possible, be shared with parents / carers at least 24 hours
prior to the meeting.

e Where a child in school is subject to an inter-agency child protection plan or a Multi-agency Risk
Assessment Conference (MARAC) meeting, school will contribute to the preparation
implementation and review of the plan as appropriate.

e When a pupil who is the subject of a Child Protection Plan leaves, their information is transferred
to the new school within two weeks and that the child's Social Worker is informed that the child
has moved.

6. Creating a safe environment

e We will identify and provide opportunities for children to develop skills, concepts, attitudes and
knowledge to promote their safety and well-being.

e Relevant and current issues will be addressed through the curriculum.

e We will offer appropriate support to individual children who have experienced abuse or who have
abused others.

e Our school will support all pupils by providing them with a range of appropriate adults to approach
if they are in difficulties; and ensuring that pupils are taught about safeguarding so that they
‘recognise when they are at risk and how to get help when they need it' (KCSIE 2021).

7. Radicalisation/Extremism

Children are vulnerable to extremist ideology and radicalisation. Extremism is the vocal or active
opposition to our fundamental values, including democracy, the rule of law, individual liberty and the
mutual respect and tolerance of different faiths and beliefs. This also includes calling for the death of
members of the armed forces. Radicalisation refers to the process by which a person comes to support
terrorism and extremist ideologies associated with terrorist groups.

There is no single way of identifying whether a child is likely to be susceptible to an extremist ideology.
Background factors combined with specific influences such as family and friends may contribute to a
child’s vulnerability.

However, it is possible to protect vulnerable people from extremist ideology and intervene to prevent
those at risk of radicalisation being radicalised. As with other safeguarding risks, staff should be alert to
changes in children’s behaviour, which could indicate that they may be in need of help or protection. Staff
should use their judgement in identifying children who might be at risk of radicalisation and act
proportionately which may include the Designated Safeguarding Lead (or deputy) making a referral to the
Channel programme.

It is important that staff are able to recognise possible signs and indicators of radicalisation.

Children and young people may be vulnerable to exposure or involvement with groups or individuals who
advocate violence as a means to a political or ideological end. From more than 4,000 referrals to the
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Channel process (a multi-agency safeguarding programme to identify and support people at risk of
radicalisation) more than half of the concerns raised are about children.

Children and young people can be drawn into violence or they can be exposed to the messages of
extremist groups by many means. These can include family members or friends, direct contact with
members groups and organisations or, increasingly, through the internet, including through social media
sites. This can put children and young people at risk of being drawn into criminal activity and has the
potential to cause significant harm.

Examples of extremist causes that have used violence to achieve their ends include animal rights, the far
right (UK) and international terrorist organisations such as Al Qaeda and the Islamic State.

Potential indicators identified include:

. Use of inappropriate language

. Possession of violent extremist literature

. Changes in behaviour, language, clothing or appearance
. The expression of extremist views

. Advocating violent actions and means

. Association with known extremists

. Seeking to recruit others to an extremist ideology

8. The Prevent duty

All schools and colleges are subject to a duty under section 26 of the Counter-Terrorism and Security Act
2015 (the CTSA 2015), in the exercise of their functions, to have “due regard to the need to prevent
people from being drawn into terrorism”. This duty is known as the Prevent duty. The
Headteacher/identified governors/DSL/DDSL have received Prevent training and this has been
disseminated to staff in school.

PREVENT is part of the UK